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Messrs. EHLERS, NETHERCUTT,
HILL, and Mrs. JOHNSON of Connecti-
cut changed their vote from ‘‘yea’’ to
‘‘nay.’’

Ms. PELOSI changed her vote from
‘‘nay’’ to ‘‘yea.’’

So the motion to adjourn was re-
jected.

The result of the vote was announced
as above recorded.

f

PERSONAL EXPLANATION

Mr. ENGEL. Mr. Speaker, I was necessarily
absent during rollcall votes 575 and 606. If
present, I would have voted ‘‘aye’’ on rollcall
575 and ‘‘no’’ on rollcall 606.
f

CONFERENCE REPORT ON S. 858,
INTELLIGENCE AUTHORIZATION
ACT FOR FISCAL YEAR 1998

Mr. GOSS. Mr. Speaker, pursuant to
the unanimous consent agreement of
October 30, 1997 I call up the conference
report on the Senate bill (S. 858) to au-
thorize appropriations for fiscal year
1998 for intelligence and intelligence-
related activities of the United States
Government, the Community Manage-
ment Account, and the Central Intel-
ligence Agency Retirement and Dis-
ability System, and for other purposes.

The Clerk read the title of the Senate
bill.

The SPEAKER pro tempore (Mr.
LAHOOD). Pursuant to the order of the
House of October 30, 1997 the con-
ference report is considered as having
been read.

(For conference report and state-
ment, see proceedings of the House of
Tuesday, October 28, 1997, at page
H9586.)

The SPEAKER pro tempore. The gen-
tleman from Florida [Mr. GOSS] and
the gentleman from Washington [Mr.
DICKS] each will control 30 minutes.

The Chair recognizes the gentleman
from Florida [Mr. GOSS].

Mr. GOSS. Mr. Speaker, I yield my-
self such time as I may consume.

Mr. Speaker, I rise in support of the
conference report to accompany the
bill (S. 858) that authorizes funds for
intelligence and intelligence-related
activities, and for other purposes, for
fiscal year 1998.

All such conference reports are, Mr.
Speaker, as this one is, a compromise
that, unfortunately, represents a sig-
nificant reduction in funding for intel-
ligence activities from our authoriza-
tion passed by this body in June. But
these reductions, when combined with
some of the actions we have taken in
appropriations, will mean the intel-
ligence community will do without
some much needed resources in several
areas.

That said, however, this conference
report does set the stage for some work
we will be doing over the next several
years to ensure that this Nation has

the intelligence capability it needs.
Therefore, I strongly support the pas-
sage of this report.

I would like to thank the members of
the committee who worked hard to
craft this bill, particularly the gen-
tleman from Washington [Mr. DICKS],
the ranking member. I appreciate, as
well, the fine efforts of our subcommit-
tee chairman and the ranking member,
the gentleman from California [Mr.
LEWIS], and the gentleman from Flor-
ida [Mr. MCCOLLUM]. In fact, I thank
all the members of the committee who
played constructive roles throughout
this process; and, indeed, that was
every member of the committee.

Also, Mr. Speaker, special acknowl-
edgment goes to the members of the
Senate Select Committee on Intel-
ligence for their cooperation as we
came together to make tough decisions
on how best to invest in the future of
our intelligence community for the
benefit of our country.
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Of course, there is no way we could
be here today without the dedication,
professionalism and perseverance of
the staffs on both sides of the aisle and
on both committees. I say that because
we have a good working relationship, it
is bipartisan, and bicameral, and it
shows.

Finally, some applause most go to
the Members and the staffs of the
House Committees on National Secu-
rity and Appropriations for their sus-
taining cooperation throughout this
authorization’s legislative journey. It
has been a good working relationship
and a good product as a result.

Mr. Speaker, this bill could not be
more timely. Over the last few days,
much time has been spent by Members
deliberating very serious issues relat-
ing to the future relationship that the
United States should have with Russia
and with China. Indeed, we will be de-
bating more on China today. Signifi-
cant questions have been raised regard-
ing these countries’ roles in the pro-
liferation of weapons of mass destruc-
tion, proliferation that could result in
placing our Nation at serious risk, thus
comprising a direct threat to our na-
tional security.

I do not intend to get into the policy
side of this debate here today. Whether
we decide that sanctions should be im-
posed or continued on these countries
is secondary, but there is a fact here
that simply cannot be ignored. As a
Nation, we will not be able to gauge
the success or failure of our policies or
know the threat without an effective
intelligence community. We simply
have to have the eyes and ears to let us
know what is going on.

We are told that there are no Russian
missiles aimed at American children as
they go to bed at night. Mr. Speaker,
how do we know that for sure? How can
we make that statement with cer-
tainty? How long will it take to retar-
get such weapons? How can we know
how tenuous is the chain of command

in the Russian strategic rocket forces?
And how are we to catch profiteers try-
ing to steal and sell suitcase nukes, if
indeed they exist? And how are we to
uncover and disrupt the secret nuclear
weapons programs underway in hostile
rogue states we read about virtually
every day in the paper and see on tele-
vision every night? The answer to all of
these questions is one word, ‘‘intel-
ligence.’’

And then there is China, Mr. Speak-
er. We will soon begin the debate again
on the certification of China. Hanging
in the balance could be United States
access to the Chinese nuclear reactor
market, reportedly a $50 billion trade
opportunity. Or is it an opportunity?
To do this, though, we must have con-
fidence that the Chinese have stopped
proliferating weapons of mass destruc-
tion components, systems and tech-
nologies, something that the Chinese
President has promised to do. How
good is that promise? But how will we
know? How will we know that the tech-
nology we provide has been secretly di-
verted to military programs or to
rogue regimes? Again the answer is
simple, intelligence. Intelligence is
what we count on to answer these ques-
tions, and we want these questions an-
swered.

Mr. Speaker, weapons proliferation is
a sufficiently grave problem for me to
argue the need for dynamic intel-
ligence community capabilities. But
there are other problems also at play.
Terrorism, narcotics, and racketeering
are some of the transnational issues we
talk about that are endangering our
Nation’s well-being and for which we
must have strong intelligence capabil-
ity.

Also included in the need for intel-
ligence is its crucial role supporting
our military forces, our war fighters,
mission one, whether they are deployed
for war or for other less well-defined
humanitarian or peacekeeping mis-
sions where we are doing force protec-
tion. Intelligence requirements have
grown tremendously and intelligence-
related technologies have revolution-
ized our defense and warfare doctrines.

As we know, it is intelligence that
puts the smart in the smart weapons.
But it goes well beyond that. Intel-
ligence is the centerpiece of the doc-
trine of Dominant Battlefield Aware-
ness, which has been endorsed by the
chairman of the Joint Chiefs of Staff
and by our Armed Services.

But, the Defense Department needs
to make the hard decision to invest
more for intelligence if it truly desires
to achieve the capabilities it says it
needs to support our forces. I encour-
age them to take that message during
the next year. Indeed, I find it some-
what puzzling that if this is the direc-
tion that DOD wants to go, why are
there continued efforts to, ‘‘tax’’ de-
fense intelligence agencies and pro-
grams even more? Why has the Defense
Reform Task Force apparently been
talking about significant cuts to de-
fense intelligence, up to 25 percent?
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